
From : Arvind Kumar <cca@cca.gov.in>
Subject : Re: Regarding LITD 17 (20436) 27001:2022 :

Information security cybersecurity and privacy protection
Information security management systems Requirements

To : BIS Information Systems Security and Privacy Sectional
Committee <litd17@bis.gov.in>

Email BIS Information Systems Security and Privacy Sectional Committee

Re: Regarding LITD 17 (20436) 27001:2022 : Information security cybersecurity and
privacy protection Information security management systems Requirements

Tue, Nov 15, 2022 10:19 AM

Approved
please send a copy to me.

Arvind Kumar
Controller of Certifying Authorities
Government of India
Ministry of Electronics and Information Technology (MeitY)
Electronics Niketan, CGO Complex
New Delhi - 110003
Ph.: 011-24363073
website:http://www.cca.gov.in

From: "BIS Information Systems Security and Privacy Sectional Committee"
<litd17@bis.gov.in>
To: "Arvind Kumar" <akumar@meity.gov.in>, "Arvind Kumar" <cca@cca.gov.in>
Sent: Tuesday, November 15, 2022 10:14:00 AM
Subject: Regarding LITD  17 (20436) 27001:2022 : Information security cybersecurity and
privacy protection  Information security management systems  Requirements

Dear Sir,

This has reference to the trailing mails.We have not received any objection to the proposal to
finalize LITD 17 (20436) for publication and to publish ISO/IEC 27001: 2022 as IS/ISO/IEC
27001:2022.

It is requested to consider and accord your approval to finalize LITD 17 (20436) for
publication and to publish ISO/IEC 27001: 2022 as IS/ISO/IEC 27001:2022.

Thanks & Regards
Kshitij Bathla
Scientist-C
Electronics & IT Department
Bureau of Indian Standards
Manak Bhavan
9 Bahadur Shah Zafar Marg



New Delhi - 110002
Tel:91-11-23230131/Extension 8450
91-11-23608450

From: ska262001@yahoo.co.in
To: "BIS Information Systems Security and Privacy Sectional Committee" <litd17@bis.gov.in>
Sent: Thursday, November 10, 2022 3:25:17 PM
Subject: Re: Regarding LITD  17 (20436) 27001:2022 : Information security cybersecurity
and privacy protection  Information security management systems  Requirements

Yes Sir. I agree/approve the suggestion/proposition.

regards,
Sanjiv

On Thursday, November 10, 2022, 02:51:51 PM GMT+5:30, BIS Information Systems Security and Privacy
Sectional Committee <litd17@bis.gov.in> wrote:

Dear Sir/Madam,

This has reference to the trailing mail and the enclosed email. No comments have been
received for  LITD 17 (20436).  India had submitted editorial comments on FDIS 27001
which have been incorporated. The result of FDIS 27001 is enclosed. ISO/IEC
27001:2022 has been published (https://www.iso.org/standard/82875.html).
There are no technical changes in 27001:2022 vis-a-vis FDIS 27001. 

In view of the above, it is proposed to finalize LITD 17 (20436) for publication and to
publish ISO/IEC 27001: 2022 as IS/ISO/IEC 27001:2022. Members are requested to share
their inputs on the proposal by 14th November 2022. 

Thanks & Regards
Kshitij Bathla
Scientist-C
Electronics & IT Department
Bureau of Indian Standards
Manak Bhavan
9 Bahadur Shah Zafar Marg
New Delhi - 110002
Tel:91-11-23230131/Extension 8450
91-11-23608450

From: "BIS" <no-reply@bis.gov.in>
To:
Sent: Monday, September 5, 2022 1:59:18 PM
Subject: Request for comments on Wide Circulation of LITD  17 (20436) : Information
security cybersecurity and privacy protection  Information security management systems
 Requirements



DRAFT INDIAN STANDARD IN WIDE CIRCULATION

Reference : LITD 17/T-13 Date : 05 September 2022

TECHNICAL COMMITTEE : Information Systems Security And Privacy, LITD 17

To,

All concerned

Dear Madam/Sir,

The following document has been prepared by the Information Systems Security And
Privacy Sectional Committee, LITD 17. Please click here to view the document.

Document Number : LITD 17 (20436) WC
Title of the document : Information security cybersecurity and privacy
protection Information security management systems Requirements
Document Type : Revision of Indian Standard (IS/ISO/IEC 27001 : 2013)

This document has following salient features which may require specific attention for your
valuable comments:

1)  This document specifies the requirements for establishing, implementing, maintaining
and continually improving an information security management system within the context
of the organization. This document also includes requirements for the assessment and
treatment of information security risks tailored to the needs of the organization.
2)  The main changes in this revision are as follows:â€” This revision cancels and replaces
the edition (IS/ISO/IEC 27001:2013), which has been amended to align with IS/ISO/IEC
27002:2022. It also incorporates the Amendment 1 of IS/ISO/IEC 27001:2013 (Technical
Corrigenda ISO/IEC 27001:2013/COR 1:2014, ISO/IEC 27001:2013/COR 2:2015.)â€” the
text has been aligned with the harmonized structure for management system standards.

Please examine the document and share your comments regarding further improvement in
the document.

Last date for sharing the comments is : 04 November 2022

http://services.bis.gov.in/php/BIS_2.0/dgdashboard/draft/darftdetailcomm/234/3/LITD-17


The comments should be shared in the prescribed template through this portal only; and
the comments so received shall be taken up by the Sectional Committee for necessary
action. For any other query, please write an email at litd@bis.gov.in to the undersigned at
Bureau of Indian Standard, Manak Bhawan, 9, Bahadur Shah Zafar Marg, New Delhi.

In case no comments are received, we would presume your approval of the documents.
However, in case we receive any comments on the document, the same shall be put up to
the Sectional Committee for necessary action.

Thanking You,
Yours faithfully,
(REENA GARG)

Head (Electronics and Information Technology Department)
Email: litd@bis.gov.in

In order to view our document and to comment on the same, please click here.
This is an autogenerated email. Please do not reply to this email. In case of any
issue, please write to us at litd@bis.gov.in.

.,.,.,.,.,.,.,.,.,.,.,.,.,.,.,.,.,.,.,.,.,.,

Dear Sir/Madam,

 

This has reference to the DIS ballot for Amendment to ISO/IEC 27001 issued by JTC 1/SC 27.

During last meeting (11th April 2022) of LITD 17, considering amendment ballot; LITD 17 had
decided to issue draft amendment of ISO/IEC 27001 as draft amendment to IS/ISO/IEC 27001 as
well.

 

Now JTC 1/SC 27 has issued a FDIS ballot (which incorporates DIS ballot for Amendment to
ISO/IEC 27001)  for revision of ISO/IEC 27001:2013 to  align with ISO/IEC 27002:2022, to
incorporate the Technical Corrigenda ISO/IEC 27001:2013/COR 1:2014, ISO/IEC 27001:2013/COR
2:2015 and to align the text with the harmonized structure for management system standards.

 

https://www.services.bis.gov.in/php/BIS_2.0/dgdashboard/draft/darftdetailcomm/234/3/LITD-17
https://amritmahotsav.nic.in/


In view of above it is proposed that IS/ISO/IEC 27001 be also revised. It is proposed to issue FDIS
ballot of 27001 as draft revised Indian standard in wide circulation (WC) for a period of two months.

 

Kindly share your views (concurrence/objection to the proposal for WC ) by 20th August 2022.

 

Thanks & Regards
Kshitij Bathla
Scientist-C/Deputy Director
Electronics & IT Department

Bureau of Indian Standards

Manak Bhavan

9 Bahadur Shah Zafar Marg

New Delhi – 110002 , INDIA
Tel:91-11-23230131/Extension 8235

91-11-23608235

 

https://amritmahotsav.nic.in/
https://amritmahotsav.nic.in/

