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Reference : MSD 17/T-7 Date : 24 July 2024

TECHNICAL COMMITTEE : Risk Management, Security and Resilience, MSD 17

To,

All concerned

Dear Madam/Sir,

The following document has been prepared by the Risk Management, Security and Resilience Sectional
Committee, MSD 17. Please click here to view the document.

Document Number : MSD 17 (26201) WC
Title of the document : Management system for private security operations — Requirements with guidance
for use AMENDMENT 1: Climate action changes
Document Type : Amendment to Indian Standard (IS/ISO 18788 : 2015)

This document has following salient features which may require specific attention for your valuable comments:

1)  This International Standard provides a framework for establishing, implementing, operating, monitoring, reviewing,
maintaining and improving the management of security operations.
2)  It provides the principles and requirements for a security operations management system (SOMS). This International
Standard provides a business and risk management framework for organizations conducting or contracting security
operations and related activities and functions while demonstrating:
3)  a) conduct of professional security operations to meet the requirements of clients and other stakeholders; b)
accountability to law and respect for human rights; c) consistency with voluntary commitments to which it subscribes.
4)  This International Standard also provides a means for organizations and those who utilize security services to
demonstrate commitment to the relevant legal obligations, as well as to the good practices provided in the Montreux
Document on Pertinent International Legal Obligations and Good Practices for States related to Operations of Private
Military and Security Companies during Armed Conflict, and conformance with the principles and commitments
outlined in the International Code of Conduct for Private Security Service Providers (ICoC). This International
Standard is specifically aimed at any organization operating in circumstances where governance may be weak and the
rule of law undermined due to human or naturally caused events. NOTE 1 This International Standard is not intended
to place additional burdens on general guarding services outside these specific circumstances.
5)  Applicable laws can include all kinds of laws including, but not limited to, national, regional, international or
customary laws. It is the sole responsibility of the user of this International Standard to determine the applicable laws
and to abide by them. This International Standard does not provide any advice or guidance concerning applicable laws,
the conflict between laws, or the interpretation of the laws, codes, treaties or documents mentioned within it. This
International Standard is applicable to any organization that needs to: a) establish, implement, maintain and improve an
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SOMS; b) assess its conformity with its stated security operations management policy; c) demonstrate its ability to
consistently provide services that meet client needs and are in conformance with applicable international, national and
local laws and human rights requirements.
6)  The generic principles and requirements of this International Standard are intended to be incorporated into any
organization’s integrated management system based on the Plan-Do-Check-Act (PDCA) model; it is not intended to
promote a uniform approach to all organizations in all sectors. The design and implementation of security operations
plans, procedures and practices are expected to take into INTERNATIONAL STANDARD ISO 18788:2015(E)
©ISO2015–Allrightsreserved1 2 IS/ISO 18788 : 2015 ISO 18788:2015(E) account the particular requirements of each
organization: its objectives, context, culture, structure, resources, operations, processes, products and services. NOTE 2
Consistent with the goal of public and private organizations to comply with all applicable laws and respect human
rights, it is intended that clients refer to this International Standard when retaining private security services. It is
intended that organizations use this International Standard’s management system principles

Please examine the document and share your comments regarding further improvement in the document.

Last date for sharing the comments is : 23 August 2024

The comments should be shared in the prescribed template through this portal only; and the comments so received
shall be taken up by the Sectional Committee for necessary action. For any other query, please write an email at
msd@bis.gov.in to the undersigned at Bureau of Indian Standard, Manak Bhawan, 9, Bahadur Shah Zafar Marg,
New Delhi.

In case no comments are received, we would presume your approval of the documents. However, in case we receive
any comments on the document, the same shall be put up to the Sectional Committee for necessary action.

Thanking You,
Yours faithfully,

(ANUJ SWARUP BHATNAGAR)
Head (Management and Systems Department)

Email: msd@bis.gov.in



यापक पिरचालन म  मसौदा(दे)

हमारा सदभ : MSD 17/T-7 िदनांक : 24-07-2024

तकनीकी सिमित : Risk Management, Security and Resilience Sectional Committee, MSD 17

ातकता : िच रखने वाले सभी िनकाय

महोदय/या,

िननिलिखत मसौदा तैयार िकया गया है :

लेख संया : MSD 17 (26201) WC
शीषक :

कृपया इस/इन मानक(को)/संसोधन(नो) के मसौदे(दो) का अवलोकन कर  और अपनी समितयाँ यह बताते हुए भेज  िक यिद ये
मानक(को) के संशोधन(नो) के प म  कािशत हो तो इन पर अमल करने म  आपके यवसाय अथवा कारोबार म  या
किठनाइयां आ सकती ह  |

समिया ँभेजने की अंितम ितिथ : 23 August 2024

समितयाँ, यिद कोई ह तो, कृपया यहाँ िलक करके ऑनलाइन पोटल के मायम से ऊपर दी गयी अंितम ितिथ तक दज
कराएं |

यह/ये लेख भारतीय मानक यरूो की वेबसाइट www.bis.gov.in पर भी उपलध है/ह  |

धयवाद |
भवदीय/भविदया,

िवभाग मुख का नाम : ANUJ SWARUP BHATNAGAR
(Management and Systems Department)

ई-मेल : msd@bis.gov.in
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