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ITEM 0 GENERAL
0.1 Welcome address by Shri A. S Bhatnagar, Sc. G & Head MSD.
0.2 Opening remarks by Chair, Prof. S G Deshmukh, IIT, Delhi
ITEM 1 ACTION TAKEN REPORT IN LAST MEETING
	Sl. No. 
	Decision Required
	Action Taken

	1. 
	The committee had decided to Withdraw following members:

Sl. No

Name

Organization

Membership

1.

Bharati Vidyapeeth Institute of Management & Research (Deemed University) New Delhi

Prof. Dr. Yamini Agarwal
Withdrawal of membership

2.

Federation of Indian Chambers of Commerce and Industry (FICCI), New Delhi
Shri Mritunjay Kumar
Retained

(The committee observed that his contribution is useful for this committee. Hence, the committee decided to retain his membership)


	Action completed.

	2. 
	The Committee approved the following documents for wide circulation for 60 days
Sl. No

   ISO No.

TITLE

      1
ISO 22311:2012

Societal security — Video-surveillance — Export interoperability

      2
ISO 22324:2022

Societal security — Emergency management — Guidelines for colour-coded alerts

3
ISO 22325:2016

Security and resilience — Emergency management — Guidelines for capability assessment

4
ISO 22326:2018

Security and resilience — Emergency management — Guidelines for monitoring facilities with identified hazards

5
ISO/ 31031:2024
Managing risk for youth and school trips

6
ISO/22336:2024
Security and resilience — Organizational resilience — Guidelines for resilience policy and strategy

7
ISO/22340:2024
Security and resilience — Protective security — Guidelines for an enterprise protective security architecture and framework

      8
ISO/22359: 2024

Security and resilience — Guidelines for hardened protective shelters


	Action taken

	3. 
	The Committee approved the following expert to be include in global directory.

Name

Committee

Shri U.S.P. Yadav
Prof. Ravi Sinha

Dr. Onkar S. Mondhe
ISO/TC 262
Prof. Ravi Sinha
Dr. Onkar S. Mondhe
ISO/TC 262/WG 10
Prof. Ravi Sinha
Dr. Onkar S. Mondhe
ISO/TC 292

	Action taken

	4. 
	The sectional committee approved to send the following documents for printing.

Sl. No.

   ISO No.

TITLE

1.

ISO 18788:2015/Amd 1:2024
Management system for private security operations — Requirements with guidance for use — Amendment 1: Climate action changes

2

 ISO 22301:2019/Amd 1:2024
Security and resilience — Business continuity management systems — Requirements — Amendment 1: Climate action changes

3

ISO 28000:2022/Amd 1:2024

Security and resilience — Security management systems — Requirements — Amendment 1: Climate action changes


	Action completed



ITEM 2 CONFIRMATION OF MINUTES OF THE LAST MEETING

The 11th meeting of MSD 17 Risk Management, Security and Resilience Sectional Committee was held on 11th September 2024. The minutes were circulated to all members. 
The Committee may CONFIRM the minutes.
ITEM 3 SCOPE & COMPOSITION OF RISK MANAGEMENT, SECURITY AND RESILIENCE SECTIONAL COMMITTEE, MSD 17, ITS SUBCOMMITTEES AND PANELS 
3.1 The Scope and composition of Risk Management, Security and Resilience Sectional Committee, MSD 17 is given in Annex A.
The Committee may REVIEW the composition.
3.1.1  WITHDRAWAL OF MEMBERSHIP OF INACTIVE MEMBERS
As per the instructions received from Management, the member who will remain absent from two consecutive meeting of Sectional Committee and/or fifty percent or more meetings of the Sectional Committee in an year shall automatically become disqualified to continue as member of the Sectional Committee; unless on receiving a representation to this effect, the DC decides upon the recommendation of the SC concerned to condone the absence in view of his/her valuable contribution to SC.
	Sl. No.
	Organization Represented
	Name of Representative

	
	
	

	1. 
	Hitachi Energy India Ltd., Bangalore
	Shri Mukesh Arora

	2. 
	Data Security Council of India
	Shri Atul Kumar 

	3. 
	Indian Register Quality Systems &

Association Of Certification Bodies In India (ACBI)
	Shri Shashi Nath Mishra



	4. 
	In personal capacity, Lucknow
	Prof Subrata Chakraborty


It is proposed that nominations of the above organization/member may be withdrawn from MSD 17 Sectional Committee. 

The Committee may kindly APPROVE.

3.2 Composition of Panel MSD 17:P4 - Panel for scrutinizing documents pertaining to ISO/TC 262 
The Scope and Composition of Panel dealing with work of ISO/TC 262 Risk Management, MSD 17: P4 is given in Annex B.
The Committee may kindly Note.

3.3 Composition of Panel for Risk Management – Maturity Rating Guidelines, MSD 17:1/P-2
The Composition of Panel for developing standard on Risk Management – Maturity Rating Guidelines, MSD 17:1/P-2 is given in Annex C. 
The working draft is in progress.
The Committee may kindly NOTE.
3.4 Composition of Panel for Guidance for furthering the adoption of Risk Management Standard in Indian Companies, MSD 17:1/ P-3
The Composition of Panel for developing standards on Guidance Standard for implementing IS/ISO 31000 in alignment with SEBIs LODRs Regulations, MSD 17:1/ P-3 is given in Annex D. The convener has been requested to expedite the work of this panel. 
The Committee may kindly NOTE.
3.5 Composition of panel MSD 17:P5 for scrutinizing documents pertaining to ISO/TC 292
The Scope and Composition of panel dealing with work of ISO/TC 292, MSD 17:2 is given in Annex E. The convener has been requested to expedite the work of this panel. 
The Committee may kindly NOTE.
3.6 Composition of Panel for Digital resilience - Guidelines, MSD 17:2/P-1
The Composition for Panel for Cyber resilience - Guidelines, MSD 17:2/P-1 is given in Annex F. Working draft is in progress. 
The Committee may kindly NOTE.
ITEM 4 IMPLEMENTATION OF THE PROCESS REFORMS AIMED AT THE STRENGTHENING OF THE STANDARDISATION ECOSYSTEM IN THE COUNTRY

4.1 EFFICIENCY OF TECHNICAL COMMITTEES

The efficiency of Technical Committees (TCs) is being evaluated on quarterly basis. It can be also assessed on BIS portal. The efficiency of the TC is being evaluated on following parameters: 

a) Meeting Attendance

b) Published Standard Timeframe

c) % of Reviews Completed

d) Inactive Member Removed

e) Comments on P-draft

Members of Technical Committees are requested to kindly attend the TC meetings on regular basis, give comments on P-drafts and participate effectively during different activities of standardization. 

The Committee may kindly NOTE.

4.2 RESEARCH AS AN INTEGRAL PART OF THE STANDARD FORMULATION

As a matter of policy, no new standard should be formulated or existing standard reviewed without an ARP or R&D project, unless the Sectional Committee (SC) takes a conscious call, to be recorded in the minutes of the SC meeting, that the data and information available is sufficient and does not warrant any further research.

As per guidelines for R& D projects approved by the Executive Committee of BIS, small R& D projects (with financial involvement up to Rs 10 Lakh only) can be awarded to the members of SC, WP, working groups and faculty or research scholars of the academic institutions having entered into MoU with BIS inviting proposals from them. 
The Committee may kindly NOTE.

4.3 ONBOARDING OF NEW MEMBERS

It is mandatory for newly boarded members to attend training programme organized at NITS. It will be helpful for members to be fully conversant with vision, scope, challenges, long, medium- and short-term goals, norms and procedures, of Sectional Committee.

The Committee may kindly NOTE.
ITEM 5 REVIEW OF PUBLISHED INDIAN STANDARDS
5.1 In accordance with the laid down procedures, all published Indian Standards shall be reviewed by their respective Sectional Committees every five years. When reviewing a standard, a committee has four options available:
a) reaffirmation continuing current status of the standard without change;

b) reaffirmation with amendment to the standard;   
c) revision of the standard;

d) Withdrawal indicating that the standard is no longer needed.

5.2 The following Indian standards is due for review in 2024-25.

	Sl. No.
	ISO No.


	Title 
	Remarks

	1. 
	IS/ISO 31022 : 2020
	Risk management Guidelines for the management of legal risk
	Published at ISO

	2. 
	IS/ISO 22313 : 2020
	Security and resilience Business continuity management systems Guidance on the use of ISO 22301
	Published at ISO

	3. 
	IS/IWA 31 : 2020
	Risk management Guidelines on using ISO 31000 in management systems
	Published at ISO

	4. 
	IS/ISO/TR 22370 : 2020
	Security and resilience Urban resilience Framework and principles
	Published at ISO

	5. 
	IS/ISO 22328-1 : 2020
	Security and Resilience Emergency management Part 1: General guidelines for the implementation of community-based disaster early warning system
	Published at ISO


It is proposed that the above standards may be considered for review through ARP/ Working Group. The working group may be created to review these standards. The interested experts/ group of experts may volunteer to review these standards. 

The Committee may kindly APPROVE.
ITEM 6 DROPPING OF ISO 22311: 2012 SOCIETAL SECURITY — VIDEO-SURVEILLANCE — EXPORT INTEROPERABILITY
In 2017 ISO/TC 292 took a decision to transfer ISO 22311 to a more appropriate TC: IEC/TC 79 Alarm and electronic security systems (ISO/TC 292 N 472). ISO/IEC TC 79 accepted and now IEC 62676-2-11:2024 has been published, making ISO 22311 obsolete.

During 10th MSD 17 Sectional Committee meeting, the Sectional Committee had approved the document to be sent for wide circulation for 60 days. Subsequently, the document was circulated has completed the wide circulation period. It is proposed that since, the standard has been withdrawn at ISO. Hence, it may be dropped from printing at BIS.

The Committee may kindly APPROVE.

ITEM 7 DRAFT INDIAN STANDARDS FOR WIDE CIRCULATION
The following ISO standard has been reviewed and circulated for expert comments to committee members. The comments from experts have been received for adoption of these standard. 
	Sl. No.
	ISO No.


	Title 

	1. 
	ISO 22328-3 : 2011
	Security and resilience — Emergency management — Part 3: Guidelines for the implementation of a community-based early warning system for tsunamis.


	2. 
	ISO/TS 22375:2018
	Security and resilience — Guidelines for complexity assessment process


	3. 
	ISO 22380: 2018
	Security & Resilience-Authenticity, integrity & trust for products & documents-General principles for product fraud risk and countermeasures

	4. 
	ISO 22378: 2022
	Authenticity, integrity and trust for products and documents Guidelines for interoperable object identification and related authentication systems to deter counterfeiting and illicit trade


As per new Guidelines, the standards have to be adopted after approval of DG BIS after due justification. It is proposed that standards may be circulated under wide circulation for 60 days after receipt of due approval from DG BIS.
The Committee may kindly APPROVE.

ITEM 8 EVOLVING MECHANISM FOR STANDARDIZATION OF POLICE FORCES AND POLICE STATIONS ON BIS STANDARD REG. RECOMMENDATION NO.-36 OF THE DGSP/IGSP CONFERENCE, 2022.

Bureau of Police Research & Development (BPRD) has identified eight verticals for standardization. Out of which, following verticals have been assigned to this department.

	Sl. No.
	Name of Vertical
	Presiding Officer
	Remarks

	1. 
	Emergency Response
	DG, NDRF
	The draft standard on “Emergency Response” has been received from Director General, National Disaster Response Force (DG NDRF) vide letter dated 27.11.2024.




 It is proposed that the Indian Standard may be formulated under MSD 17 Risk Management, Security and Resilience Sectional Committee which deals with the topic related disaster management. A Working Group (WG) may be created and interested experts may volunteer to be part of the group.

The Committee may kindly DELIBERATE and DECIDE.

ITEM 9 DRAFT INDIAN STANDARDS UNDER PUBLICATION
	Sl. No.
	   ISO No.
	TITLE

	1. 
	 ISO 22359:2024
	Security and Resilience  Guidelines for Hardened Protective Shelters



	2. 
	ISO 22324: 2022
	Security and Resilience - Emergency Management - Guidelines for Colour Coded Alert

	3. 
	 ISO 22325:2016
	Security and Resilience  Emergency Management Guidelines for Capability Assessment



	4. 
	ISO 22326:2018
	Security and Resilience  Emergency Management  Guidelines for Monitoring Facilities with Identified Hazards



	5. 
	ISO 31031: 2024
	Managing Risk for Youth and School Trips



	6. 
	 ISO 22336: 2024
	Security and Resilience Organizational Resilience Guidelines for Resilience Policy and Strategy



	7. 
	ISO 18788:2015/Amd 1:2024
	Management system for private security operations — Requirements with guidance for use — Amendment 1: Climate action changes

	8. 
	 ISO 22301:2019/Amd 1:2024
	Security and resilience — Business continuity management systems — Requirements — Amendment 1: Climate action changes

	9. 
	ISO 28000:2022/Amd 1:2024
	Security and resilience — Security management systems — Requirements — Amendment 1: Climate action changes


The Committee may kindly Note.
ITEM 10 INTERNATIONAL ACTIVITIES
The Committee may kindly note that top management of BIS has stressed upon active participations of Indian experts in ISO meetings by way of attending meeting, commenting India’s view point on ISO ballots at every stage of ISO deliverables. Hence, all experts are requested to volunteer themselves for membership of ISO WG’s corresponding to their areas of expertise. Also, already nominated experts are requested to bear in mind the following points while attending ISO meetings and reporting the same to BIS:

1. Best possible efforts to be made by experts to attend ISO WG’s meeting and the same may be informed to BIS along with contribution made during the meeting.

2. Any discussion point for future action in respective working group should be informed to BIS. The points discussed should be National view point and not members personal view point.

It may kindly be noted that as per management of BIS, it is obligatory for members who are registered in ISO Global Directory, to submit report of their participation status to BIS for our records and our review. Members are urged to contribute to this activity with their full zeal.

The Committee may NOTE.

10.1 Risk Management ISO/TC 262
India is Participating (P) member on this technical committee.  India has been substantially contributing to the work of ISO/TC 262 by way of scrutinizing its documents, sending ballots/comments and effectively participating in its meetings.

The Committee may kindly NOTE.

10.2 ISO Standards under ISO/TC 262

The ISO standards along with status of adoption under ISO/TC 262 are given in Annex H. 
The Committee may kindly NOTE.

10.2.1  Details of various Working Groups (WGs) under ISO/TC 262 is mentioned below:
	Reference
	Title
	Nominated Experts

	ISO/TC 262
	Risk Management
	1. Shri Rajeev Thykatt
2. Shri Chetan Anand
3. Shri SG Deshmukh
4. Shri Agnidipta Sarkar
5. Shri Gurunandan Savnal

	ISO/TC 262/ATTF 1
	Arabic Translation Task Force
	No Nomination required.

	ISO/TC 262/CAG  
	Chair's Advisory Group
	Shri Rajeev Thykatt

	ISO/TC 262/STTF  
	Spanish Translation Task Force
	No Nomination required.

	ISO/TC 262/TCG 1  
	Terminology Coordination Group
	Shri Manjula Subramanian

	ISO/TC 262/TG 1  
	Strategic Advisory Group
	Shri Rajeev Thykatt

	ISO/TC 262/TG 2  
	Communications
	Shri Rajeev Thykatt

	ISO/TC 262/WG 8  
	Vocabulary
	Smt. Manjula Subramanian

	ISO/TC 262/WG 9  
	Managing risk for youth and school trips
	Smt. Manjula Subramanian

	ISO/TC 262/WG 10
	Revision of ISO 31000
	Smt. Manjula Subramanian


	ISO/TC 262/AHG 3 
	AHG to produce a draft proposal and a design framework
	Prof. Kalyana Rama J

	ISO/TC 262/AHG 4
	Project-based investment risk
	 (experts may be nominated)


As per recent direction from BIS Management, a panel has to be constituted parallel to these working groups of ISO/TC 262. Committee may consider identifying more experts for the panel of above working groups. Panel shall hold meeting on regular basis and report to BIS. The convener of the panel must hold meetings and report the updates in every Sectional Committee meeting. This will ensure the activity updates to all members. It has also been instructed that inactive panels are to be disbanded. 

The Committee may kindly NOTE.

10.2.2 List of active documents in ISO/TC 262 is given below:

	Project
	Title
	High/Med/Low
	Experts Nominated

	ISO/AWI 31000
	Risk management — Guidelines
	High
	Smt. Manjula Subramanian



The Committee may kindly Note.
10.2.3 Details of Ballots pertaining to ISO/TC 262 

Documents received from ISO/TC 262 are being scrutinized by MSD 17 and India's comments on ballots are being sent. The list of ballots casted from 1 September 2024 to 30 November 2024 is given below:

	Type
	Committee / Working Group
	Reference
	End date
	Vote/Vote with comments

	SR
	ISO/TC 262
	IEC 31010:2019 (Ed 2)
	2024-09-02
	V


Open for upcoming comments:

	Type
	Committee / Working Group
	Reference
	Start date
	End date

	CIB
	ISO/TC 262
	Call for experts to join AHG Project-based investment risk
	2024-11-12
	2024-12-12

	CIB
	ISO/TC 262
	Draft Resolution 09/2024 (by Correspondence)
	2024-11-12
	2024-12-12

	CIB
	ISO/TC 262
	Call for experts to represent ISO/TC 262 on JTCG/TF16 IUMSS
	2024-11-12
	2024-12-26


The Committee may NOTE.

10.3 DEBRIEFING OF PLENARY MEETINGS OF ISO/TC 262 
The ISO/TC 262 Plenary Meeting were scheduled in Hybrid mode from 21st – 25th October 2024 in London (UK).

Meeting was attended by following delegates.

	Sl. No.
	Name
	Organization
	Mode of Participation

	1) 
	Shri Rajeev Thykatt
	Infosys BPM Ltd. Bengaluru
	Virtually 

	2) 
	Dr. V.K. Gupta
	International Institution for Technology and Management, New Delhi
	Virtually

	3) 
	Shri Rajiv Ranjan
	Sc. C, BIS
	Virtually 


The resolutions of the meeting is  attached at Annex K.

The Committee may kindly NOTE. 
10.4 ISO/TC 292 Security and Resilience 
India is Participating (P) member on this technical committee.  India has been substantially contributing in the work of ISO/TC 292 by way of scrutinizing its documents, sending ballots/comments and effectively participating in its meetings.
The Committee may kindly NOTE.

10.4.1 ISO Standards under ISO/TC 292

The List of Published ISO standards along with status of adoption at BIS under ISO/TC 292 are given in Annex J. 

The Committee may kindly NOTE.
10.4.2 The details various Working Groups (WG) under ISO/TC 292 are given below:
	Reference
	Title
	Nomination

	ISO/TC 292
	Security and Resilience
	1. Shri Anuj Bhatnagar
2. Shri Manoj Belgaonkar

3. Shri Alexander Chacko

4. Shri Rajeev Thykatt

5. Shri Agnidipta Sarkar

	ISO/TC 292/SC 1
	Emergency management
	      Prof. Ravi Sinha

	ISO/TC 292/CAG  
	Chair's Advisory Group on Strategic development
	Shri Alexander Chacko



	ISO/TC 292/CG  
	Communication group
	       Shri R. Vaidyanathan

	ISO/TC 292/WG 1  
	Terminology
	Shri Govinarajan Panchalam Srinivasan

	ISO/TC 292/WG 2  
	Continuity and organizational resilience
	    Shri Gurunandan Savnal

	ISO/TC 292/WG 4  
	Authenticity, integrity and trust for products and documents
	Shri Govinarajan Panchalam Srinivasan

	ISO/TC 292/WG 5  
	Community resilience
	  Prof. Ravi Sinha

	ISO/TC 292/WG 6  
	Protective security
	  Prof. Kalyana Rama J

	ISO/TC 292/WG 7  
	Guidelines for events
	     Shri Alexander Chacko



	ISO/TC 292/WG 8  
	Supply chain security
	     Shri Rajeev Thykatt

	ISO/TC 292/WG 9  
	Crisis management
	Smt. Manjula Subramanian

	ISO/TC 292/WG 10  
	Preparedness
	Shri Agnidipta Sarkar


As per recent direction from BIS Management, a panel has to be constituted parallel to these working groups of ISO/TC 292. Committee may consider identifying more experts for the panel of above working groups. Panel shall hold meeting on regular basis and report to BIS.

The convener of the panel must hold meetings and report the updates in every Sectional Committee meeting. This will ensure the activity updates to all members. It has also been instructed that inactive panels are to be disbanded. 
The Committee may kindly NOTE.
10.4.3 List of active documents in ISO/TC 292 is given below:
	Sl. No.
	Project
	Title
	High/

Medium/

Low
	Experts proposed

	1. 
	 ISO/DIS 22300
	Security and resilience — Vocabulary
	Medium
	Mr.Manoj Belgaonkar

	2. 
	 ISO/WD 22316


	Security and resilience — Organizational resilience — Principles and attributes


	Medium
	Mr.Alexander V Chacko
Dr.VK Gupta
Mr. R.Vaidhyanathan
Mr.Gurunandan Savnal
Mr.Rajeev Thykatt

	3. 
	 ISO/WD 22333


	Security and resilience — Business continuity management — Guidance on business continuity management system (BCMS) processes
	High
	Mr.Alexander V Chacko
Dr.VK Gupta
Mr. R.Vaidhyanathan
Mr.Gurunandan Savnal
Mr.Rajeev Thykatt

	4. 
	ISO/AWI 22343-3
	Security and resilience — Vehicle security barriers — Part 3: Access control planning requirements in connection with the deployment of tested vehicle security barriers
	
	Shri R.Vaidhyanathan

	5. 
	 ISO/DIS 22344
	Security and resilience — Protective security — Guidelines for crime prevention through environmental design for residential facilities
	High 
	Prof.Ravi Sinha

	6. 
	 ISO/AWI 22353
	Security and resilience — Guidelines for crowd management
	High 
	Mr.Rajeev Thykatt

	7. 
	 ISO/CD 22354
	Security and resilience — Community resilience — Building societal resilience to disruption
	High 
	Prof.Ravi Sinha

	8. 
	ISO/AWI TS 22359-2
	Security and resilience — Hardened protective shelters — Part 2: Requirements for shelter protective equipment
	Medium
	Dr. VK Gupta

	9. 
	 ISO/DIS 22366
	Security and resilience — Community resilience — Framework and principles for energy resilience
	High 
	Prof.Ravi Sinha

	10. 
	 ISO/DIS 22372
	Security and resilience — Community resilience — Guidelines for resilient infrastructure
	Medium
	Prof.Ravi Sinha

	11. 
	 ISO/DIS  22373
	Security and resilience — Authenticity, integrity and trust for products and documents — Framework for establishing trustworthy supply chains
	Medium
	Mr.Alexander V Chacko

	12. 
	ISO/WD 28018
	Security and resilience — Security management systems — Guidelines for the application and implementation of ISO 28000 in the supply chain
	Medium
	Experts to be identified

	13. 
	ISO/AWI 28022
	Security and resilience ― Security management systems ― Guidelines on security management system (SMS) processes
	Medium
	Experts to be identified


The designated experts of the Sectional Committee shall represent BIS for standards categorized as Level H (High) and M (Medium). These designated experts will act as face and voice of BIS for the project at the ISO/IEC level. The designated expert shall be responsible for providing detailed feedback on drafts and documents from ISO/IEC, assisting the Sectional Committee in developing the rationale for proposing NWIPs, finalizing proposals for leadership positions and secretariats and briefing the Sectional Committee on discussions at the ISO/IEC level. 

The proposal for taking up the adoption of a standard must elaborate the advantages and relevance of the adoption in the Indian context.

	S. No 
	Priority 
	Broad Criteria 

	1. 
	High
	Strong Consumer Base , Good R&D , Strong Manufacturing Facility , Emerging Field 

	2. 
	Medium
	Strong Consumer Base but No R&D , no strong manufacturing 

	3. 
	Low 
	Others 


The Committee may kindly deliberate and Note.

10.4.4 DETAILS OF BALLOTS PERTAINING TO ISO/TC 292 
Documents received from ISO/TC 292 are being scrutinized by MSD 17 and India's comments/ballots were sent. The list of ballots cast from 1 September 2024 to 30 November 2024 is given below:
	Type
	Committee / Working Group
	Reference
	Question Asked
	Vote with comments(VC)/Voted without comments(V)
	End date

	SR
	ISO/TC 292
	ISO/TS 22332:2021(Security and resilience — Business continuity management systems — Guidelines for developing business continuity plans and procedures)
	Q1.Has this International Standard been adopted or is it intended to be adopted in the future as a national standard or other publication?
	Yes 
	2024-09-02

	SR
	ISO/TC 292
	ISO 28004-3:2014 (vers 2)( Security management systems for the supply chain — Guidelines for the implementation of ISO 28000 — Part 3: Additional specific guidance for adopting ISO 28000 for use by medium and small businesses (other than marine ports)
	1. Has this International Standard been adopted or is it intended to be adopted in the future as a national standard or other publication?
2. Is this International Standard, or its national adoption, referenced in regulations in your country?
	Yes 
Yes
	2024-09-02

	SR
	ISO/TC 292
	ISO 28004-4:2014 (vers 2)
(Security management systems for the supply chain — Guidelines for the implementation of ISO 28000 — Part 3: Additional specific guidance for adopting ISO 28000 for use by medium and small businesses (other than marine ports)

	1.Has this International Standard been adopted or is it intended to be adopted in the future as a national standard or other publication?
2. Is this International Standard, or its national adoption, referenced in regulations in your country?
	Yes
	2024-09-02

	FDIS
	ISO/TC 292
	ISO/FDIS 22336 (Security and resilience — Organizational resilience — Guidelines for resilience policy and strategy)
	                  P member 
	Approval
	2024-09-03

	FDIS
	ISO/TC 292
	ISO/FDIS 22340 (Security and resilience — Protective security — Guidelines for an enterprise protective security architecture and framework)
	                  P member 
	Approval
	2024-09-09

	CIB
	ISO/TC 292
	ISO/TC 292 Terms of reference - AHG on Strategic Business PlISO/TC 292 Terms of reference - AHG on Strategic Buiness Plan (SBP)
	1.Do you approve the Terms of reference for the ISO/TC 292 Ad Hoc Group on the Strategic business plan (SBP), according to document N 1464?


	Yes
	2024-11-08

	DIS
	ISO/TC 292
	ISO/DIS 22300 (Ed 4) Security and resilience — Vocabulary
	                  P member 
	Approval
	2024-11-21

	CIB
	ISO/TC 292
	Draft Terminology Tutorial
	Do you have any comments on the draft Terminology Tutorial?
	Yes
	2024-11-21

	CIB
	ISO/TC 292
	Call for nominations to JTCG TG 16 on revision of IUMSS
	Do you wish to nominate an additional expert to ISO/TMBG/JTCG/TG 16?
	No
	2024-11-22

	CIB
	ISO/TC 292
	Change of number and title for ISO/DIS 22344
	Do you agree to change the number and title for ISO/DIS 22344 according to document ISO/TC 292 N 1469?
	Abstain
	2024-11-22

	CIB
	ISO/TC 292
	Request for 9-month extension for ISO 22316
	Do you approve the ISO/TC 292 draft resolution 333/2024 to request a 9-month extension for the revision project ISO 22316 Security and resilience — Organizational resilience — Principles and attributes?

	Yes
	2024-11-22

	DIS
	ISO/TC 292
	ISO/DIS 22366(Security and resilience — Community resilience — Framework and principles for energy resilience)
	P-Member
	Approval
	2024-11-25

	CIB
	ISO/TC 292
	Call for Convenor ISO/TC 292/WG 2, Continuity and organizational resilience.
	Do you wish to nominate a Convenor for ISO/TC 292/WG 2 Continuity and organizational resilience, according to document ISO/TC 292 N 1468?
	VC
	2024-11-28

	CIB
	ISO/TC 292
	Re-appointment ISO/TC 292 Working Group Convenors


Please refer to document ISO/TC 292 N 1466, Re-appointment of ISO/TC 292 Working Group Convenors

	Do you approve the re-appointment of the Convenor for ISO/TC 292/WG 1, according to ISO/TC 292 N 1466
	Abstain
	2024-11-28


Open for upcoming comments:

	Type
	Committee / Working Group
	Reference
	Start date
	End date

	WDRL
	ISO/TC 292
	ISO 22311:2012 (Societal security — Video-surveillance — Export interoperability)
	2024-10-08
	2024-12-03

	DIS
	ISO/TC 292
	ISO/DIS 22373(Security and resilience — Authenticity, integrity and trust for products and documents — Framework for establishing trustworthy supply and value chains)
	2024-10-14
	2025-01-06

	CD
	ISO/TC 292
	ISO/CD 22354 (Security and resilience — Community resilience — Guidelines to develop a local resilience capability to enhance societal resilience to disruption)
	2024-11-28
	2025-01-23

	SR
	ISO/TC 292
	ISO 22301:2019 (Ed 2) (Security and resilience — Business continuity management systems — Requirements)
	2024-10-15
	2025-03-04

	SR
	ISO/TC 292
	ISO 22397:2014 (vers 2) (Societal security — Guidelines for establishing partnering arrangements)
	2024-10-15
	2025-03-04


10.5 Debriefing of Meetings of ISO/TC 292 and its SCs/WGs
The ISO/TC 292 Plenary Meeting were scheduled in Hybrid mode from 30th September – 4th October 2024 in Liverpool (United Kingdom).

Meeting were attended by following delegates.

	Sl. No.
	Name
	Organization
	Mode of Participation

	1. 
	Shri Alexander V Chacko
	Infosys Ltd. Bengaluru
	Physically

	2. 
	Shri Rajeev Thykatt
	Infosys BPM Ltd. Bengaluru
	Physically


The report of the meeting is attached at Annex L.

The Committee may kindly Note.
10.6 REAPPOINTMENT OF SHRI RAJEEV THYKATT, AS CONVENER OF ISO/TC 292/WG8 SUPPLY CHAIN SECURITY
Shri Rajeev Thykatt is the convenor of ISO/TC 292/ WG 8 Supply Chain Security, whose tenure as convenor will end on 31.12.2025. ISO/TC 292 may consider to renew his convenorship subject to his willingness to continue. 

It is proposed that the committee may approve renewal of his tenure and may also decide if Indian Standard may be formulated under his leadership on similar topic being considered under ISO/TC 292/WG 8. 

The Committee may kindly DELIBERATE and DECIDE.

10.7 NOMINATION OF SHRI ALEXANDER V CHACKO, AS CONVENER OF ISO/TC 292/WG 2 CONTINUITY AND ORGANIZATIONAL RESILIENCE
The convenorship of present convenor of ISO/TC 292/WG 2 Mr. James Crask is going to end on 31.12.2024. He will not be subject for re-election of his leadership of WG 2. ISO/TC 292 had called for convenorship.

The ballot was circulated among MSD 17 Sectional Committee members. Shri Alexander Chacko had expressed his interest for this position. Subsequently, his name was nominated after taking approval from Chairman, MSD 17 vide mail dated 09.11.2024.
The Committee may kindly APPROVE.
10.8 ANNUAL CALENDAR OF TECHNICAL COMMITTEE MEETING

As per new guidelines meeting of the Committee is required to be conducted in each quarter. The tentative planned schedule mentioned below:
	Tech. committee 
	Tentative Schedule

	
	1st Quarter
	2nd Quarter
	3rd Quarter
	4th Quarter

	MSD 17
(Risk Management, Security and Resilience Sectional Committee)
	7th June 2024 
	11th September,2024 
	10th December 2024 
	February 2025


The Committee may kindly DELIBERATE.

ITEM 11 GENDER RESPONSIVE STANDARDS INITIATIVE

Bureau of Indian Standards is a signatory to the UNECE Gender Responsive Standards Declaration. The UNECE Gender Responsive Standards Initiative aims to provide a practical framework for standards bodies seeking to make the standards they develop, and the standards development process they follow, gender responsive. Established in 2016, the Initiative has the objectives of: 

i) strengthening the use of standards and technical regulations as powerful tools to attain SDG 5 (Achieve Gender Equality and Empower all Women and Girls); 
ii) integrating a gender lens in the development of both standards and technical regulations; and 

iii)  elaborating gender indicators and criteria that could be used in standards development. In line with these objectives, BIS aims to work towards: 

• gender responsive standards; 

• gender balance at all levels in all Committees including leadership positions; 

• enhanced expertise to create and deliver gender inclusivity; 

The Committees are requested to work in tandem with these aims to create a gender balance environment in all walks of life through standards. 

The Committee may kindly NOTE. 
ITEM 12 BIS CERTIFICATION SCHEMES

The information regarding various Certification Schemes being operated by BIS is available on BIS website www.bis.gov.in.

The Committee may kindly NOTE. 
ITEM 13 NATIONAL INSTITUTE FOR TRAINING IN STANDARDIZATION (NITS)

The training schedule of the trainings offered by National Institute for Training in Standardization (NITS),NOIDA is available on BIS website www.bis.gov.in.

The Committee may kindly NOTE.  
ITEM 14 BIS ACTIVITIES ON SOCIAL MEDIA

BIS is now active on Social Media (Facebook, Instagram and X (Previously known as Twitter). The linkages have been provided on BIS website. 

The Committee may kindly NOTE. 

ITEM 15 INFORMATION ON E-SALE OF STANDARDS BY BIS

a) Bureau of Indian Standards, the National Standards Body of India has published more than 20500 Indian Standards which are available for sale. They are available on e-sale portal http://www.standardsbis.in. 

b) The Indigenous Standards published by Bureau of Indian Standards can be downloaded for Free of Cost. Whereas, the adopted standards of ISO, IEC and JTC 1 are priced publications and cannot be downloaded for free. 

The Committee may kindly NOTE. 
ITEM 16 NOMINATING YOUNG PROFESSIONALS IN BIS TECHNICAL COMMITTEES

So far, each organization was allowed to nominate only two members on the BIS committees. However, to encourage the participation of young professionals representing the member organizations on the Committee, it has been decided that an additional member up to the age of 37 years may also be nominated by each organization.  In this context, a letter addressed to the various organizations was sent by the Deputy Director General (Standardization) BIS. 

The Committee may NOTE. 

ITEM 17 BIS CONNECT

Recently, BIS took initiative to upgrade its standardization process via BIS Connect wherein members can register themselves by login and password and can dynamically participate in the standardization activity of BIS. With the help of BIS connect members can update themselves on various meetings, documents and other notifications.

The Committee may NOTE. 

ITEM 18 DATES AND PLACE FOR THE NEXT MEETING

ITEM 19 ANY OTHER BUSINESS 

ANNEX A


(Clause 3.1)

SCOPE AND COMPOSITION OF RISK MANAGEMENT, SECURITY AND RESILIENCE, MSD 17

SCOPE:

a) Standardization in the field of Risk Management, Security to enhance the safety and resilience of society. 

Excluded: Sector specific security projects developed in other relevant ISO committees

b) Coordination with:

i) ISO/TC 262 Risk Management; and

ii) ISO/TC 292 Security & Resilience 

COMPOSITION:

	Sl. No.
	Organization Represented
	Name of Representative
	Attendance

	
	
	
	9th
	10th
	11th 
	Total

	1. 
	IIT, Delhi
	Prof. S G Deshmukh

(Chairman)
	Y
	Y
	Y
	3/3

	2. 
	In Personal Capacity
	Shri Jagdish Prasad (Rted.)


	N
	Y
	Y
	2/3

	3. 
	Color Tokes Inc.
	Shri Agnidipta Sarkar
	Y
	N
	Y
	2/3

	4. 
	Carl Zeiss India (Bangalore) Private Limited
	Shri Ramesh Venkataraman


	N
	Y
	Y
	2/3

	5. 
	CII, New Delhi
	Shri Vipin Sahni

Shri Virender Singh (Alt)
	Y
	Y
	N
	2/3

	6. 
	Data Security Council of India
	Shri Atul Kumar 
	Y
	N
	N
	1/3

	7. 
	Department of MSME, Ministry of Micro, Small & Medium Enterprises, New Delhi
	Shri Karun Kumar

Shri S.V. Sharma, 
	Y
	Y
	N
	2/3

	8. 
	Federation of Indian Chambers of Commerce and Industry (FICCI), New Delhi
	Shri Mritunjay Kumar
	N
	N
	  Y
	1/3

	9. 
	Hitachi Energy India Ltd., Bangalore
	Shri Mukesh Arora
	Y
	N
	N
	1/3

	10. 
	Hindalco Industries Limited, Mumbai
	Shri Anil Mathew
	Y
	Y
	Y
	3/3

	11. 
	ICICI Lombard General Insurance Company Ltd.,
	CA. Delzad D. Jivashaa 
	 Y
	N
	  Y
	2/3

	12. 
	Indian Institute of Materials

Management, New Delhi
	Shri V.K. Jain

	Y
	Y
	Y
	3/3

	13. 
	Indian Institute of Technology Bombay
	Prof. Ravi Sinha
	-
	Newly copted
	Y
	1/2

	14. 
	Indian Register Quality Systems &

Association Of Certification Bodies In India (ACBI)
	Shri Shashi Nath Mishra


	Y
	N
	N
	1/3

	15. 
	Infosys BPM Ltd., Bangalore
	Shri Rajeev Thykatt
	N
	Y
	Y
	2/3

	16. 
	Infosys Ltd. Bangalore
	Smt. Keerthana Mainkar 

   Shri Alexander V. Chacko (Alt.)

     Shri Umesh Gandhi (Alt.)
	N
	Y
	Y
	2/3

	17. 
	IIM, Nagpur
	Dr B A Metri 

  Prof. Alok Kumar Singh (Alt.) 
	Y
	N
	N
	1/3

	18. 
	International Institution for Technology and Management, New Delhi
	Dr V. K. Gupta
	N
	Y
	Y
	2/3

	19. 
	KPMG Assurance and Consulting Services LLP
	Mr. Rishabh Dangwal
	Y
	Y
	N
	2/3

	20. 
	Mahindra University, Hyderabad
	Dr. Sri Kalyana Rama J
	Y
	Y
	Y
	3/3

	21. 
	Ministry of Electronic & Information Technology, New Delhi
	Smt. Asha Nangia

Shri Saurabh Ranjan (Alt.)
	N
	Y
	Y
	2/3

	22. 
	Ordnance Factory Board, Kolkata
	Dr. Onkar S. Mondhe, IOFS (PM)

Dr. H. S. Negi (Alt)
	Y
	N
	Y
	2/3

	23. 
	Paramount Dataware Pvt. Ltd., Chennai
	Shri Govinarajan Panchalam Srinivasan

Smt. Manjula Subramanian (Alt.)
	N
	Y
	Y
	2/3

	24. 
	Peoplesys Consulting Pvt. Ltd., Mumbai
	CA Gurunandan  Savnal
	Y
	Y
	N
	2/3

	25. 
	Reliance Nippon Insurance 
	Shri Sunder Krishnan 
	N
	Y
	N
	1/3

	26. 
	Siemens Ltd., Maharashtra
	Shri Manoj Belgaonkar 

Shri Amitava Mukherjee (Alt.)
	Y
	Y
	Y
	3/3

	27. 
	 The Risk Management Society (RIMS) (India Chapter)
	Dr. Roop Kumar N.K.V
	-
	Newly copted
	N
	1/2

	28. 
	In personal capacity, Lucknow
	Prof Subrata Chakraborty
	Y
	N
	N
	1/3

	29. 
	In personal capacity, New Delhi
	Shri Anupam Kaul
	Y
	N
	N
	1/3

	30. 
	In personal capacity, New Delhi
	Prof. Ved Prakash
	Y
	Y
	Y
	3/3

	31. 
	In Personal Capacity
	Smt.Renu Sharma
	Y
	Y
	Y
	3/3

	32. 
	In Personal Capacity
	Shri R. Vaidyanathan
	-
	Newly copted
	N
	1/2

	33. 
	In Personal Capacity
	Shri U.S.P. Yadav


	N
	Y
	Y
	2/3

	34. 
	In Personal Capacity
	Shri Janakiraman K
	Y
	Y
	Y
	3/3


ANNEX B
(Clause 3.2)

Panel dealing with ISO/TC 262 Risk Management, MSD 17:1

Scope:

Standardization in field of Risk management and coordinating the work of ISO TC 262 along with following panels:

a) Panel MSD 17 :1/ P-2 on “Risk Management – Maturity Rating Guidelines” 

b) Panel MSD 17:1 / P-3 on “Guidance for furthering the adoption of Risk Management Standard in Indian Companies”
Composition:

	SI. No.
	Organization Represented
	Name of the Representative

	1. 
	Infosys BPM Ltd, Bangalore
	Shri Rajeev Thykatt (Convener) 

	2. 
	Color Tokens Inc.
	Shri Agnidipta Sarkar

	3. 
	EIL, New Delhi
	Shri S.K. Handa

Shri K.N. Choudhary (Alt.)

	4. 
	FICCI
	Shri Mritunjay Kumar

	5. 
	Hindalco Industries Ltd. (New Cooption)
	Shri. Anil Mathew

	6. 
	Hitachi Energy India Ltd.,  Bangalore
	Shri Mukesh Arora 

	7. 
	Infosys Ltd. Bangalore
	Smt. Keerthana Mainkar
Shri Umesh Gandhi (Alt.)

	8. 
	Indian Institute of Materials Management, New Delhi
	Shri V.K. Jain

	9. 
	IITM
	Dr V K Gupta 

	10. 
	Maruti Suzuki India Ltd., Gurgaon
	Shri Sanjay Setia
Shri Shobhit Manori (Alt.)

	11. 
	PeopleSys Consulting Pvt. Ltd., Mumbai
	CA Gurunandan Savnal

	12. 
	Profinch solutions Private Limited, Bangalore
	Shri Chetan Anand

	13. 
	Scybers India Private Limited, 

Tamil Nadu, Coimbatore, Chennai
	Shri R. Vaidhyanathan  

	14. 
	In personal capacity, New Delhi
	Shri Roop Kumar Nagumantry

	15. 
	In personal capacity, New Delhi
	Shri M.C. Chaudhary 

	16. 
	In personal capacity, New Delhi
	Shri Anupam Kaul

	17. 
	Indian Institute of Materials Managements, New Delhi
	Prof.Aman Agarwal


ANNEX C
(Clause 3.3)

Panel for Risk Management – Maturity Rating Guidelines, MSD 17:1/P-2 

	Sl. No.
	Organization Represented
	Name of Representative

	1. 
	Scybers India Private Limited, 
Tamil Nadu, Coimbatore, Chennai


	Shri R. Vaidhyanathan (Convener, MSD 17:1/P-2)

	2. 
	RIMS India
	Shri Roop Kumar (Co-Convener)

	3. 
	PeopleSys Consulting Pvt. Ltd., Mumbai
	CA Gurunandan  Savnal (Co-Convener)

	4. 
	Cognizant Technology Services, Chennai
	Shri Y Parthasarathy

	5. 
	Gorisco Solutions 
	Shri Deepak Singh 

	6. 
	Infosys BPM Ltd., Bangalore
	Shri Rajeev Thykatt 

	7. 
	Infosys Ltd
	Smt Keerthana Mainkar

	8. 
	International Management Institute for Technology and Management, New Delhi
	Prof. V. K. Gupta

	9. 
	Profinch Solutions Private Limited

Bangalore, Karnataka
	Shri Chetan Anand

	10. 
	Securities and Exchange Board of India (SEBI)
	Smt Sonal Pednekar

	11. 
	In personal capacity, New Delhi
	Shri Ashok Balwani

	12. 
	In personal capacity, New Delhi
	Shri Anupam Kaul

	13. 
	In personal capacity, New Delhi
	Shri Venkataram Arabolu


ANNEX D
(Clause 3.4)

Panel for Guidance for furthering the adoption of Risk Management Standard in Indian Companies MSD 17:1/P-3 
	Sl. No.
	Organization Represented
	Name of Representative

	1. 
	PeopleSys Consulting Pvt. Ltd., Mumbai
	CA Gurunandan  Savnal 

(Co-Convener)

	2. 
	Ashok Leyand Ltd. Chennai
	Shri T.V. Venkatraman

	3. 
	Hindalco Industries Limited, Mumbai
	Shri. Anil Mathew 

	4. 
	Infosys BPM Ltd., Bangalore
	Shri Rajeev Thykatt

	5. 
	Infosys Ltd., Bangalore
	Shri Umesh Gandhi

	6. 
	International Institute for Technology and Management, New Delhi
	Prof. V. K. Gupta

	7. 
	Scybers India Private Limited, 
Tamil Nadu, Coimbatore, Chennai
	Shri R. Vaidhyanathan

	8. 
	Securities and Exchange Board of India (SEBI)
	Smt Sonal Pednekar

	9. 
	In Personal Capacity, New Delhi
	Shri. Roop Kumar Nagumantry Kameswara Venkata 

	10. 
	In Personal Capacity, New Delhi
	Shri Anupam Kaul


ANNEX E
(Clause 3.5)
Scope and Composition of Panel dealing with ISO/TC 292 Security & Resilience, MSD 17:2

Scope:

Standardization in field of Security & Resilience and coordinating the work of ISO TC 292 and standardization in the field of “Cyber resilience” 

Composition:
	SI. No.
	Organization Represented
	Name of the Representative

	1. 
	Infosys Ltd., Bangalore
	Shri Alexander V. Chacko

(Convener)

	2. 
	Color Tokens Inc.
	Shri Agnidipta Sarkar

	3. 
	Carl Zeiss India (Bangalore) Private Limited
	Shri Ramesh Venkataraman



	4. 
	Indian Institute of Materials Indian Institute of Materials
	Shri V.K. Jain

	5. 
	Indian Institute of Technology (IIT) Kanpur
	Dr. Sandeep K Shukla

	6. 
	Infosys BPM Ltd., Bangalore
	Shri Rajeev Thykatt

	7. 
	International Institution for Technology and Management, New Delhi
	Dr. V. K. Gupta

	8. 
	National Disaster Management Authority (NDMA)
	Nomination awaited.

	9. 
	Paramount Dataware Pvt. Ltd., Chennai
	Shri Govinarajan Panchalam Srinivasan

Smt. Manjula Subramanian (Alt.)

	10. 
	PeopleSys Consulting Pvt. Ltd., Mumbai
	CA Gurunandan Savnal,

	11. 
	Profinch solutions Private Limited, Bangalore
	Shri Chetan Anand

	12. 
	Siemens Ltd., Maharashtra
	Shri Manoj Belgonakar

	13. 
	Scybers India Private Limited, 

Tamil Nadu, Coimbatore, Chennai
	Shri R. Vaidhyanathan

	14. 
	Tata Consultancy Chennai
	Shri Kumar Ramanathan

	15. 
	In personal capacity, New Delhi
	Dr. Prabhat Kumar

	16. 
	In personal capacity, New Delhi
	Shri Vikash Raj


ANNEX F
(Clause 3.6)
Panel for Digital Cyber Resilience - Guidelines, MSD 17: 2/P-1
	Sl. No
	Organization Represented
	Name of Representative

	
	
	

	1. 
	Color Tokens Inc.
	Shri Agnidipta Sarkar  (Convener)

	2. 
	Cognizant Technology Services, Chennai
	Shri R. Vaidhyanathan

	3. 
	 IEEE, India, Bengaluru
	Shri. Ravindra Desai

	4. 
	Indian Institute of Technology (IIT) Kanpur
	Dr Sandeep K Shukla

	5. 
	International Management Institute for Technology and Management, New Delhi
	Dr V K Gupta

	6. 
	Infosys Ltd. Bangalore
	Shri Alexander V. Chacko

	7. 
	Siemens Ltd., Maharashtra
	Shri Manoj Belgonakar

Shri Amitava Mukherjee 

	8. 
	Tata Consultancy Services Limited
	Dr Sundeep Oberoi
Shri Anupam Agrawal

	9. 
	In personal capacity, New Delhi
	Shri Roop Kumar 


Annex G
(Clause 4.1)

The list of members who have not submitted signed declaration are as follow:
	SI. No.
	Organization
	Member Name

	1. 
	Colortokens Inc.
	Shri Agnidipta Sarkar

	2. 
	Confederation of Indian Industry, New Delhi
	Shri Virender Singh

	3. 
	Data Security Council Of India, Noida
	Shri Atul Kumar

	4. 
	ICICI Lombard General Insurance Company Limited, New Delhi
	CA Delzad D Jivaasha

	5. 
	Infosys Ltd. Bangalore
	Smt Keerthana Mainkar

Shri Umesh Gandhi

	6. 
	Ministry of Commerce and Industry, Department for Promotion of Industry and Internal Trade, New Delhi
	Shri Binod Kumar

	7. 
	Ministry of Consumer Affairs, Food and Public Distribution, Department of Consumer Affairs, New Delhi
	Smt. Jayalakshmi Kannan

Shri Shashi Bhushan

	8. 
	Ministry of Electronics and Information Technology, New Delhi
	Smt Asha Nangia

	9. 
	Ministry of Micro, Small and Medium Enterprises, New Delhi
	Shri S.V. Sharma

Shri Karun Kumar

	10. 
	Ordnance Factory Board, Kolata
	Dr. H. S. Negi

	11. 
	Paramount Dataware Private Limited, Chennai
	Shri Govinarajan Panchalam Srinivasan

	12. 
	Securities and Exchange Board of India, Mumbai
	Ms. Sonal Pednekar

	13. 
	Siemens Limited, Mumbai
	Amitava Mukherjee

	14. 
	IN PERSONAL CAPACITY
	Shri Jagdish Prashad

	15. 
	IN PERSONAL CAPACITY
	Prof. Ved Prakash Kumar


ANNEX H
(Clause 10.2)

LIST OF ISO STANDARDS UNDER ISO/TC 262

	Standard and/or project under the direct responsibility of ISO/TC 262 Secretariat(8)
	Status

	 IWA 31:2020
Risk management — Guidelines on using ISO 31000 in management systems
	Adopted

	 ISO 31000:2018
Risk management — Guidelines
	Adopted

	 IEC 31010:2019
Risk management — Risk assessment techniques
	Adopted

	 ISO 31022:2020
Risk management — Guidelines for the management of legal risk
	Adopted

	 ISO 31030:2021
Travel risk management — Guidance for organizations
	Adopted

	 ISO/ 31031
Managing risk for youth and school trips
	Under Publication at BIS 

	 ISO/TS 31050
Risk management — Guidelines for managing emerging risk to enhance resilience
	Not Adopted


	 ISO 31073:2022
Risk management — Vocabulary
	Adopted


Annex J
(Clause 8.4.1)

LIST OF ISO STANDARDS UNDER ISO/TC 292

	SI. No
	Standard and/or project under the direct responsibility of ISO/TC 292 Secretariat(55)
	Adoption Status at BIS
	Abstraction/ Expert volunteered 

	1. 
	 ISO 18788:2015
Management system for private security operations — Requirements with guidance for use
	Adopted
	

	2. 
	ISO 18788:2015/Amd 1:2024
Management system for private security operations — Requirements with guidance for use — Amendment 1: Climate action changes
	
	

	3. 
	 ISO 22300:2021
Security and resilience — Vocabulary
	Adopted
	

	4. 
	 ISO 22301:2019
Security and resilience — Business continuity management systems — Requirements
	Adopted
	

	5. 
	ISO 22301:2019/Amd 1:2024
Security and resilience — Business continuity management systems — Requirements — Amendment 1: Climate action changes
	Adopted
	

	6. 
	 ISO 22311:2012
Societal security — Video-surveillance — Export interoperability
	Not Adopted
	Shri Agnidipta Sarkar

	7. 
	 ISO 22313:2020
Security and resilience — Business continuity management systems — Guidance on the use of ISO 22301
	Adopted
	

	8. 
	 ISO 22315:2014
Societal security — Mass evacuation — Guidelines for planning
	Adopted
	

	9. 
	 ISO 22316:2017
Security and resilience — Organizational resilience — Principles and attributes
	Adopted
	

	10. 
	 ISO/TS 22317:2021
Security and resilience — Business continuity management systems — Guidelines for business impact analysis
	Adopted
	

	11. 
	 ISO/TS 22318:2021
Security and resilience — Business continuity management systems — Guidelines for supply chain continuity management
	Adopted
	

	12. 
	 ISO 22319:2017
Security and resilience — Community resilience — Guidelines for planning the involvement of spontaneous volunteers
	Adopted
	

	13. 
	 ISO 22320:2018
Security and resilience — Emergency management — Guidelines for incident management
	Adopted
	

	14. 
	 ISO 22322:2022
Security and resilience — Emergency management — Guidelines for public warning
	Adopted
	

	15. 
	 ISO 22324:2022
Security and resilience – Emergency management – Guidelines for colour-coded alert
	Under publication
	

	16. 
	 ISO 22325:2016
Security and resilience — Emergency management — Guidelines for capability assessment
	Under publication
	

	17. 
	 ISO 22326:2018
Security and resilience — Emergency management — Guidelines for monitoring facilities with identified hazards
	Under publication
	Shri Agnidipta Sarkar



	18. 
	 ISO 22327:2018
Security and resilience — Emergency management — Guidelines for implementation of a community-based landslide early warning system
	Adopted
	

	19. 
	 ISO 22328-1:2020
Security and resilience — Emergency management — Part 1: General guidelines for the implementation of a community-based disaster early warning system
	Adopted
	

	20. 
	 ISO 22328-3:2023
Security and resilience — Emergency management — Part 3: Guidelines for the implementation of a community-based early warning system for tsunamis
	Not Adopted
	Dr Ravi Sinha



	21. 
	 ISO 22329:2021
Security and resilience — Emergency management — Guidelines for the use of social media in emergencies
	Adopted
	

	22. 
	 ISO/TS 22330:2018
Security and resilience — Business continuity management systems — Guidelines for people aspects of business continuity
	Adopted
	

	23. 
	 ISO/TS 22331:2018
Security and resilience — Business continuity management systems — Guidelines for business continuity strategy
	Adopted
	

	24. 
	 ISO/TS 22332:2021
Security and resilience — Business continuity management systems — Guidelines for developing business continuity plans and procedures
	Adopted
	

	25. 
	 ISO 22341:2021
Security and resilience — Protective security — Guidelines for crime prevention through environmental design
	Adopted
	

	26. 
	 ISO 22342:2023
Security and resilience — Protective security — Guidelines for the development of a security plan for an organization
	Not Adopted
	

	27. 
	 ISO 22343-1:2023
Security and resilience — Vehicle security barriers — Part 1: Performance requirement, vehicle impact test method and performance rating
	Not Adopted
	

	28. 
	 ISO 22343-2:2023
Security and resilience — Vehicle security barriers — Part 2: Application
	Not Adopted
	

	29. 
	 ISO/TR 22351:2015
Societal security — Emergency management — Message structure for exchange of information

Current status : Not reviewed at ISO
	Adopted
	

	30. 
	 ISO 22361:2022
Security and resilience — Crisis management — Guidelines
	Adopted
	

	31. 
	 ISO/TR 22370:2020
Security and resilience — Urban resilience — Framework and principles
	Adopted
	

	32. 
	 ISO/TS 22375:2018
Security and resilience — Guidelines for complexity assessment process
	Not Adopted
	

	33. 
	 ISO 22376:2023
Security and resilience — Authenticity, integrity and trust for products and documents — Specification and usage of visible digital seal (VDS) data format for authentication, verification and acquisition of data carried by a document or object
	Not Adopted
	

	34. 
	 ISO 22378:2022
Security and resilience — Authenticity, integrity and trust for products and documents — Guidelines for interoperable object identification and related authentication systems to deter counterfeiting and illicit trade
	Not Adopted
	

	35. 
	 ISO 22379:2022
Security and resilience — Guidelines for hosting and organizing citywide or regional events
	Adopted
	

	36. 
	 ISO 22380:2018
Security and resilience — Authenticity, integrity and trust for products and documents — General principles for product fraud risk and countermeasures

Current status : (Under review at ISO)
	Not Adopted
	1. Shri Agnidipta Sarkar



	37. 
	ISO 22381:2018
Security and resilience — Authenticity, integrity and trust for products and documents — Guidelines for establishing interoperability among object identification systems to deter counterfeiting and illicit trade

Current status : Under review at ISO
	Not Adopted
	

	38. 
	 ISO 22382:2018
Security and resilience — Authenticity, integrity and trust for products and documents — Guidelines for the content, security, issuance and examination of excise tax stamps
	Not Adopted
	

	39. 
	 ISO 22383:2020
Security and resilience — Authenticity, integrity and trust for products and documents — Guidelines for the selection and performance evaluation of authentication solutions for material goods
	Not Adopted
	

	40. 
	 ISO 22384:2020
Security and resilience — Authenticity, integrity and trust for products and documents — Guidelines to establish and monitor a protection plan and its implementation
	Adopted
	

	41. 
	 ISO 22385:2023
Security and resilience — Authenticity, integrity and trust for products and documents — Guidelines to establish a framework for trust and interoperability
	Not Adopted
	1. Shri Agnidipta Sarkar

2. Shri Manoj Belgonakar


	42. 
	 ISO 22387:2022
Security and resilience — Authenticity, integrity and trust for products and documents — Validation procedures for the application of artefact metrics
	Not Adopted
	1. Shri Manoj Belgonakar

	43. 
	 ISO 22388:2023
Security and resilience — Authenticity, integrity and trust for products and documents — Guidelines for securing physical documents
	Not Adopted
	Shri Manoj Belgonakar

	44. 
	 ISO 22392:2020
Security and resilience — Community resilience — Guidelines for conducting peer reviews
	Adopted
	

	45. 
	 ISO 22393:2023
Security and resilience — Community resilience — Guidelines for planning recovery and renewal
	Adopted
	

	46. 
	 ISO 22395:2018
Security and resilience — Community resilience — Guidelines for supporting vulnerable persons in an emergency
	Adopted
	

	47. 
	 ISO 22396:2020
Security and resilience — Community resilience — Guidelines for information exchange between organizations
	Adopted
	

	48. 
	 ISO 22397:2014
Societal security — Guidelines for establishing partnering arrangements
	Not Adopted
	

	49. 
	 ISO 22398:2013
Societal security — Guidelines for exercises
	Adopted
	

	50. 
	 ISO 28000:2022
Security and resilience — Security management systems — Requirements
	Adopted
	

	51. 
	 ISO 28000:2022/Amd 1:2024

Security and resilience — Security management systems — Requirements — Amendment 1: Climate action changes
	
	

	52. 
	 ISO 28001:2007
Security management systems for the supply chain — Best practices for implementing supply chain security, assessments and plans — Requirements and guidance
	Adopted
	

	53. 
	 ISO 28002:2011
Security management systems for the supply chain — Development of resilience in the supply chain — Requirements with guidance for use
	Adopted

(Withdrawn at ISO)
	

	54. 
	 ISO 28003:2007
Security management systems for the supply chain — Requirements for bodies providing audit and certification of supply chain security management systems
	Adopted
	

	55. 
	 ISO 28004-1:2007
Security management systems for the supply chain — Guidelines for the implementation of ISO 28000 — Part 1: General principles
	Adopted
	

	56. 
	 ISO 28004-1:2007/Cor 1:2012
Security management systems for the supply chain — Guidelines for the implementation of ISO 28000 — Part 1: General principles — Technical Corrigendum 1
	
	

	57. 
	 ISO 28004-3:2014
Security management systems for the supply chain — Guidelines for the implementation of ISO 28000 — Part 3: Additional specific guidance for adopting ISO 28000 for use by medium and small businesses (other than marine ports)
	Adopted
	

	58. 
	 ISO 28004-4:2014
Security management systems for the supply chain — Guidelines for the implementation of ISO 28000 — Part 4: Additional specific guidance on implementing ISO 28000 if compliance with ISO 28001 is a management objective
	Adopted
	

	59. 
	ISO 22359:2024
Security and resilience — Guidelines for hardened protective shelters
	Under Publication 
	

	60. 
	ISO/TS 22360:2024
Security and resilience — Crisis management — Concepts, principles and framework
	Not Adopted
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