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W.r.t. ISO/IEC 27036-3:202 adoption in India

the following may be seen ;

Introduction ( Page No vi) :

1. This document provides guidance to hardware, software and IT service acquirers/seekers and
suppliers/providers to reduce

or manage information security risk. [uniform adoption across the document]

2. products or services may be replaced by product(s) and or services [uniform adoption across
the document]

3. capability replace by capability and trustworthiness

4. unintentional events, such as poor software development practices or software vulnerabilities may
be replaced by

unintentional events, such as invalidated product(s)/services, poor software development practices
adoption or software vulnerabilities
5.3 Acquirer and supplier relationship types
1. product development and or service provision, design, engineering, etc. where the supplier provides
all or part of the service
associated with creating hardware and , software and its managemnt

5.4 Organizational capability

e. Establish a-repeatable-and-testable validation process for establishing information security
requirements

associated with new supplier relationships, managing existing supplier relationships, verifying and
validating that suppliers are complying with the acquirer’s information security requirements, and
ending supplier relationships.

Note: Blue colour text is addition.



